**1.What application do the logs come from?**

        Mozilla Firefox browser.

**2.What are the dates which are represented by the logs?**

         From November 2013 - December 2013

**3.How many unique IP addresses appear?**

         I counted about 129 unique IP addresses that appear.

**4.What was the largest file export logged? and does it look out of the ordinary?**

        The secure log was exported at 1.7mb. This log looks out of the ordinary because it holds the failed attempts for username and password under ssh authentication.

**5.What is the most common error found in the error logs?**

          "This File does not exist" is the most common error inside of the error logs.

**6.Do you see anything which is out of the ordinary?**

           While looking through the error logs this error caught my eye. "File does not exist: /var/www/html/w00tw00t.at.blackhats.romanian.anti-sec:) ". It happens to follow along with File does not exist: /var/www/html/dbadmin, myadmin ,mysql , mysqladmin .

**7.Write a short synopsis of what you found.**

       To me it looks like a blackhat hacker is trying to force their way into the database to steal information. It looks this way because of all the calls to the admin/database with a File not found error., Also they are trying to gain access to the ssh key. I can tell this because of all the failed attempts on the username and password under the secure.log file